Private & Confidential

INFORMATION SECURITY POLICY OF CSF ADVISERS SDN BHD (CSFA)

The management of CSFA is committed to preserving the confidentiality, integrity, and
accessibility of all information and information assets.

Information and information security requirements will continue to be aligned with the CSFA
goals and to reduce information-related risks to acceptable levels.

In particular, business continuity and contingency plans, data backup procedures, and avoidance
of viruses and hackers, access control to systems, information security incident reporting,
compliance, and continual improvement are fundamental to this policy.

All staff of CSFA are expected to comply with this policy. All staff will receive appropriate
training.

CSFA shall identify internal or external organizations that have a need to access, use or manage
CSFA information or services. CSFA shall share and inform Information System Security controls
with these parties.

CSFA management will periodically review the information security policy to ensure its
suitability and up to date. This policy will be reviewed to respond to any changes in the risk
assessment or changes in the external or internal environment at least annually.
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